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Comments on the Digital M Il enium Copyright Act (DMCA)

The DMCA shifts the |ine between | awmful and unl awful behavi our from
copyright (the act of copying a protected work) deeply into

engi neering (the act of constructing, analyzing, reconstructing,

I mproving, extending, or otherw se mani pul ating devices and al gorithns
that can be used in access control).

Many engi neers probably feel that while this |egislation has been
enacted with nmuch good will, it has not sufficiently considered the

i npact on the disciplines of engineering in general, and software and
encryption in particular. DMCAis witten as if there were access
control nmeasures as a separate entity, entirely disconnected from

ot her types of technol ogy.

As a professional engineer, | amnot able to see such a clear line of
di stinction. The area of algorithnms is vast, and nmany single conputer
al gorithnms and nmethods could potentially be used in access control
devices. DMCA allows any interested party to use such a nethod in
access control devices, thereby potentially draw ng use, research,
publication, etc. of the nethod out of legality. Wile this statenent
may seem exaggerated, | have yet to neet the person who can draw a
clear line between an "access control device' and a generally usable
conmputer method. | think that none can be established, and attenpts to
do so are msguided and will result in a very unclear situation that
harnms the engi neering disciplines.

DMCA fails to put an obligation on the creators of access contro
devices to ensure that the devices serve only their prinmary purpose,
before putting themunder this special protection. It is questionable
whet her access control devices can be constructed with today's
technol ogy whi ch have exactly the right scope. In the absence of well

Page 1



dnta. t xt

desi gned devi ces, DMCA shoul d not protect access control devices
beyond their primary use. Specifically, DMCA should not allow access
control devices to act as a single point of entrance to a technol ogy,
thereby creating an artificially privileged group of technol ogy
providers in the market.

Soci ety needs to find a way to resol ve the questions of copyright in
the digital age without a proxy war carried out in the engineering
fields. That avoids the basic discussion about the right notion of
property and about proper use of copyrighted materi al s.

Opi ni ons stated above are strictly mne. In no way do | represent or
speak for ny enployer, and I do not know ny enployer's positions on
t he subj ect.

Cl aus Fi scher

Sr. CAD Engi neer
Intel Corporation
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